Safeguarding and Welfare Requirement: Information and Records 
‘Providers must maintain records and obtain and share information (with parents and carers, other professionals working with the child, the police, social services and Ofsted or the childminder agency with which they are registered, as appropriate) to ensure the safe and efficient management of the setting, and to help ensure the needs of all children are met. 

Providers must enable a regular two-way flow of information with parents and/or carers, and between providers, if a child is attending more than one setting. If requested, providers should incorporate parents’ and/or carers’ comments into children’s records. 

Records must be easily accessible and available (these may be kept securely off the premises). Confidential information and records about staff and children must be held securely and only accessible and available to those who have a right or professional need to see them. 

Providers must be aware of their responsibilities under the Data Protection Legislation and where relevant the Freedom of Information Act 2000. 

Providers must ensure that all staff understand the need to protect the privacy of the children in their care as well the legal requirements that exist to ensure that information relating to the child is handled in a way that ensures confidentiality. 

Parents and/or carers must be given access to all records about their child, provided that no relevant exemptions apply to their disclosure under the Data Protection Act. Records relating to individual children must be retained for a reasonable period of time after they have left the provision’ (providers must decide on what is reasonable)

HUMMINGBIRDS EDUCATIONAL NURSERY
10.10 Information sharing 

Policy statement
At Hummingbirds we recognise that parents have a right to know that the information they share with us will be regarded as confidential, as well as to be informed about the circumstances when, and the reasons why, we are obliged to share information. We follow HMG ‘Information Sharing Advice’ 2018 and ‘Working Together to Safeguard Children’ 2018.
The child’s safety comes first and overrides requirements of GDPR 2018. We are obliged to share confidential information without authorisation from the person who provided it, or to whom it relates, if it is in the public interest. That is when:

· it is to prevent a crime from being committed or to intervene where one may have been, or to prevent harm to a child or adult; or

· not sharing it could be worse than the outcome of having shared it.

The decision should never be made as an individual, but with the back-up of the management team. The three critical criteria are:

· Where there is evidence that the child is suffering, or is at risk of suffering, significant harm.

· Where there is reasonable cause to believe that a child may be suffering, or is at risk of suffering, significant harm.

· To prevent significant harm arising to children and young people or adults, including the prevention, detection and prosecution of serious crime.
Procedures
Our procedure is based on the seven golden rules for information sharing as set out in Information Sharing: Advice for Practitioners and Managers (HMG 2018). These are displayed on our safeguarding noticeboard.
1. Remember that the GDPR 2018 is not a barrier to sharing information but provides a framework to ensure that personal information about living persons is shared appropriately.

· Our policy and procedures on Information Sharing provide guidance to appropriate sharing of information with external agencies.
2. Be open and honest with the person (and/or their family where appropriate) from the outset about why, what, how and with whom information will, or could, be shared, and seek their agreement, unless it is unsafe or inappropriate to do so.

In our setting we ensure parents:

· receive information about our Information Sharing Policy when starting their child in the setting and that they sign our Registration Form to consent to us holding data and to confirm that they understand the circumstances in which information may be shared without their consent. This will only be when it is a matter of safeguarding a child or vulnerable adult;

· have information about our Safeguarding Children and Child Protection Policy; and

· have information about the other circumstances when information will be shared with external agencies, for example, with regard to any special needs the child may have or transition to school.

3. Seek advice if you are in any doubt, without disclosing the identity of the person where possible.

· Managers contact children’s social care for advice where they have doubts or are unsure - 

The number of the Early Years Safeguarding Officer to whom we would speak for advice is 

07909 001 430 (Catherine Isherwood).

4. Share with consent where appropriate and, where possible, respect the wishes of those who do not consent to share confidential information. You may still share information without consent if, in your judgement, that lack of consent can be overridden in the public interest. You will need to base your judgement on the facts of the case.

· Guidelines for consent are part of this procedure.

5. Consider safety and well-being: we base information sharing decisions on considerations of the safety and well-being of the person and others who may be affected by their actions. This includes concerns re Terrorism, extremism and radicalisation in relation to our Prevent Duty 2015
In our setting we:

· record concerns and discuss these with the setting’s designated person and/or designated officer from the management committee for child protection matters;

· record decisions made and the reasons why information will be shared and to whom; and

· follow the procedures for reporting concerns and record keeping.

6. Necessary, proportionate, relevant, accurate, timely and secure: Ensure that the information you share is necessary for the purpose for which you are sharing it, is shared only with those people who need to have it, is accurate and up-to-date, is shared in a timely fashion, and is shared securely.

· Our Safeguarding Children and Child Protection Policy and Children's Records Policy set out how and where information should be recorded and what information should be shared with another agency when making a referral. This policy makes reference to Prevent Duty issues.
7. Keep a record of your decision and the reasons for it – whether it is to share information or not. If you decide to share, then record what you have shared, with whom and for what purpose.

· Where information is shared, the reasons for doing so are recorded in the child's file; where it is decided that information is not to be shared that is recorded too.

Consent

Parents have a right to be informed that their consent to share information will be sought in most cases, as well as the kinds of circumstances when their consent may not be sought, or their refusal to give consent may be overridden. We do this as follows:

· Our policies and procedures set out our responsibility regarding gaining consent to share information and when it may not be sought or overridden.

· We may cover this verbally when the child starts or include this in our prospectus.

· Parents sign our Registration Form at registration (GDPR 2018)to say they understand this.

· Parents are asked to give written consent to share information about any additional needs their child may have, or to pass on child development summaries to the next provider/school. (GDPR 2018 and privacy notice)
· We consider the following questions when we need to share:

· Is there legitimate purpose to sharing the information?

· Does the information enable the person to be identified?

· Is the information confidential?

· If the information is confidential, do we have consent to share?

· Is there a statutory duty or court order requiring us to share the information?

· If consent is refused, or there are good reasons not to seek consent, is there sufficient public interest for us to share information?

· If the decision is to share, are we sharing the right information in the right way?

· Have we properly recorded our decision?

All the undertakings above are subject to the paramount commitment of the setting, which is to the safety and well-being of the child. Please also see our Safeguarding Children and Child Protection Policy.
· EYFS Framework 2021

· GDPR 2018
· Human Rights Act (1998)
· Working Together to safeguard children 2018
· Information Sharing Advice: 2018
· Prevent Duty 2015
· CSAP Pan Lancashire proceduresonline.com– under constant review 
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